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Chapter Goals
• Describe the background of Token Ring technology.

• Explain how Token Ring works.

Token Ring/IEEE 802.5

The Token Ring network was originally developed by IBM in the 1970s. It is still IBM’s primary
local-area network (LAN) technology. The related IEEE 802.5 specification is almost identical to 
completely compatible with IBM’s Token Ring network. In fact, the IEEE 802.5 specification was
modeled after IBM Token Ring, and it continues to shadow IBM’s Token Ring development. The 
Token Ringgenerally is used to refer to both IBM’s Token Ring network and IEEE 802.5 networks. T
chapter addresses both Token Ring and IEEE 802.5.

Token Ring and IEEE 802.5 networks are basically compatible, although the specifications differ
minor ways. IBM’s Token Ring network specifies a star, with all end stations attached to a device ca
a multistation access unit (MSAU). In contrast, IEEE 802.5 does not specify a topology, although
virtually all IEEE 802.5 implementations are based on a star. Other differences exist, including m
type (IEEE 802.5 does not specify a media type, although IBM Token Ring networks use twisted
wire) and routing information field size. Figure 9-1 summarizes IBM Token Ring network and IEE
802.5 specifications.
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Chapter 9 Token Ring/IEEE 802.5
Token Ring Operation
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Figure 9-2 MSAUs Can Be Wired Together to Form One Large Ring in an IBM Token Ring Network

Token Ring Operation
Token Ring and IEEE 802.5 are two principal examples of token-passing networks (FDDI is the ot
Token-passing networksmove a small frame, called a token, around the network. Possession of the to
grants the right to transmit. If a node receiving the token has no information to send, it passes the
to the next end station. Each station can hold the token for a maximum period of time.

If a station possessing the token does have information to transmit, it seizes the token, alters 1 bit
token (which turns the token into a start-of-frame sequence), appends the information that it wan
transmit, and sends this information to the next station on the ring. While the information frame i
circling the ring, no token is on the network (unless the ring supports early token release), which m
that other stations wanting to transmit must wait. Therefore, collisions cannot occur in Token Rin
networks. If early token release is supported, a new token can be released when frame transmis
complete.

The information frame circulates the ring until it reaches the intended destination station, which co
the information for further processing. The information frame continues to circle the ring and is fin
removed when it reaches the sending station. The sending station can check the returning frame
whether the frame was seen and subsequently copied by the destination.

Unlike CSMA/CD networks (such as Ethernet), token-passing networks aredeterministic, which means
that it is possible to calculate the maximum time that will pass before any end station will be capab
transmitting. This feature and several reliability features, which are discussed in the section
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Chapter Goals
• Provide background information about FDDI technology.

• Explain how FDDI works.

• Describe the differences between FDDI and Copper Distributed Data
Interface (CDDI).

• Describe how CDDI works.

Fiber Distributed Data Interface

Introduction
TheFiber Distributed Data Interface (FDDI)specifies a 100-Mbps token-passing, dual-ring LAN usin
fiber-optic cable. FDDI is frequently used as high-speed backbone technology because of its suppo
high bandwidth and greater distances than copper. It should be noted that relatively recently, a r
copper specification, called Copper Distributed Data Interface (CDDI), has emerged to provide
100-Mbps service over copper. CDDI is the implementation
of FDDI protocols over twisted-pair copper wire. This chapter focuses mainly on FDDI specificati
and operations, but it also provides a high-level overview of CDDI.

FDDI uses dual-ring architecture with traffic on each ring flowing in opposite directions (called
counter-rotating). The dual rings consist of a primary and a secondary ring. During normal opera
the primary ring is used for data transmission, and the secondary ring remains idle. As will be discu
in detail later in this chapter, the primary purpose of the dual rings is to provide superior reliability
robustness. Figure 8-1 shows the counter-rotating primary and secondary FDDI rings.
8-1
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Chapter 8 Fiber Distributed Data Interface
FDDI Transmission Media
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Figure 8-1 FDDI Uses Counter-Rotating Primary and Secondary Rings

Standards
FDDI was developed by the American National Standards Institute (ANSI) X3T9.5 standards comm
in the mid-1980s. At the time, high-speed engineering workstations were beginning to tax the band
of existing local-area networks (LANs) based on Ethernet and Token Ring. A new LAN media wa
needed that could easily support these workstations and their new distributed applications. At the
time, network reliability had become an increasingly important issue as system managers migrat
mission-critical applications from large computers to networks. FDDI was developed to fill these ne
After completing the FDDI specification, ANSI submitted FDDI to the International Organization f
Standardization (ISO), which created an international version of FDDI that is completely compati
with the ANSI standard version.

FDDI Transmission Media
FDDI uses optical fiber as the primary transmission medium, but it also can run over copper cabling
mentioned earlier, FDDI over copper is referred to asCopper-Distributed Data Interface (CDDI).
Optical fiber has several advantages over copper media. In particular, security, reliability, and
performance all are enhanced with optical fiber media because fiber does not emit electrical signa
physical medium that does emit electrical signals (copper) can be tapped and therefore would pe
unauthorized access to the data that is transiting the medium. In addition, fiber is immune to elec
interference from radio frequency interference (RFI) and electromagnetic interference (EMI). Fib
historically has supported much higher bandwidth (throughput potential) than copper, although re
technological advances have made copper capable of transmitting at 100 Mbps. Finally, FDDI allo
km between stations using multimode fiber, and even longer distances using a single mode.

FDDI defines two types of optical fiber: single-mode and multimode. Amodeis a ray of light that enters
the fiber at a particular angle.Multimode fiber uses LED as the light-generating device, while
single-mode fiber generally uses lasers.
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FDDI Specifications
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Multimode fiber allows multiple modes of light to propagate through the fiber. Because these mode
light enter the fiber at different angles, they will arrive at the end of the fiber at different times. Th
characteristic is known asmodal dispersion. Modal dispersion limits the bandwidth and distances th
can be accomplished using multimode fibers. For this reason, multimode fiber is generally used f
connectivity within a building or a relatively geographically contained environment.

Single-mode fiber allows only one mode of light to propagate through the fiber. Because only a s
mode of light is used, modal dispersion is not present with single-mode fiber. Therefore, single-m
fiber is capable of delivering considerably higher performance connectivity over much larger distan
which is why it generally is used for connectivity between buildings and within environments that
more geographically dispersed.

Figure 8-2 depicts single-mode fiber using a laser light source and multimode fiber using a light emi
diode (LED) light source.

Figure 8-2 Light Sources Differ for Single-Mode and Multimode Fibers

FDDI Specifications
FDDI specifies the physical and media-access portions of the OSI reference model. FDDI is not ac
a single specification, but it is a collection of four separate specifications, each with a specific func
Combined, these specifications have the capability to provide high-speed connectivity between
upper-layer protocols such as TCP/IP and IPX, and media such as fiber-optic cabling.

FDDI’s four specifications are the Media Access Control (MAC), Physical Layer
Protocol (PHY), Physical-Medium Dependent (PMD), and Station Management (SMT) specificati
TheMAC specification defines how the medium is accessed, including frame format, token handl
addressing, algorithms for calculating cyclic redundancy check (CRC) value, and error-recovery
mechanisms. ThePHYspecification defines data encoding/decoding procedures, clocking requireme
and framing, among other functions. ThePMD specification defines the characteristics of the
transmission medium, including fiber-optic links, power levels, bit-error rates, optical components,
connectors. TheSMT specification defines FDDI station configuration, ring configuration, and ring
control features, including station insertion and removal, initialization, fault isolation and recovery
scheduling, and statistics collection.

FDDI is similar to IEEE 802.3 Ethernet and IEEE 802.5 Token Ring in its relationship with the OS
model. Its primary purpose is to provide connectivity between upper OSI layers of common proto
and the media used to connect network devices. Figure 8-3 illustrates the four FDDI specification
their relationship to each other and to the IEEE-defined Logical Link Control (LLC) sublayer. The L
sublayer is a component of Layer 2, the MAC layer, of the OSI reference model.
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